**Use Case:** Log in

**Description**

Employee logs in to the system, gaining access to various other functions of the system that only a registered user can do.

**Primary Actor**

User (Employee)

**Supporting Actors**

Under special circumstances, Team Lead supervisor

**Pre-Conditions**

The user has internet access and can reach the website

**Post Conditions**

Success end condition

User successfully logs in

Failure end condition:

User does not log in to the system

Minimal Guarantee

The system will not prevent logon from unauthorized persons (those who do not have a correct username and password)

## Main Success Scenario

1. User goes to website at www.sample.net
2. User clicks log in
3. User enters username in the username field
4. User enters password in the password field
5. User selects log in
6. User is logged in

## Extensions

5a – after user selects log in, user receives an error preventing login.

1. Follow steps again beginning at step 3 again, ensuring everything is entered correctly
2. If login is still not successful, user will reach out to a supervisor for assistance

## Variations

In step 5, the user may simply press enter and that will signify that the log in function is desired from the current username and password entered.

**Frequency:** At least once every shift for the employee

**Assumptions**

Employee has been authorized to log in to the system

## Special Requirements

The password section of the login screen should not display the user’s entry